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THIS TALK

FAIR Principles

● The importance of FAIR 

● Implementation in Dataverse

Beyond FAIR: 

● Responsible FAIR

● Data Quality

● Reproducibility



FAIR PRINCIPLES BECOME POPULAR

● Published in 2016

● 54 authors

● About 1000 citations

● 85K accesses

● Altmetric: Ranked 64th of 

265K articles of same age



FAIR EVERYWHERE

European Commission Data Policy:

“The OBJECTIVES for adopting and implementing the JRC (Joint 

Research Centre) Data Policy include: … Facilitate management, 

broaden access and use of the JRC data, in line with FAIR Data 

principles (Findable, Accessible, Interoperable, Reusable);”

https://ec.europa.eu/jrc/en/publication/jrc-data-policy

https://ec.europa.eu/jrc/en/publication/jrc-data-policy


FAIR EVERYWHERE

National Health Institutes (NIH) proposed DRAFT Data Policy:

“NIH encourages data management and data sharing practices 

consistent with the NIH Plan for Increasing Access to 

Scientific Publications and Digital Scientific Data from NIH 

Funded Scientific Research and the FAIR (Findable, Accessible, 

Interoperable, and Reusable) data principles.”

https://osp.od.nih.gov/wp-

content/uploads/Draft_NIH_Policy_Data_Management_and_Sharing.pdf

https://osp.od.nih.gov/wp-content/uploads/Draft_NIH_Policy_Data_Management_and_Sharing.pdf


FAIR EVERYWHERE

Coalition for Publishing Data in Earth and Space Science 

(CODPESS) Commitment Statement:

“Ensuring that Earth, space, and environmental science 

research outputs, including data, software, and samples or 

standard information about them, are open, FAIR, and curated 

in trusted domain repositories whenever possible ...”

http://www.copdess.org/enabling-fair-data-project/commitment-to-

enabling-fair-data-in-the-earth-space-and-environmental-sciences/

http://www.copdess.org/enabling-fair-data-project/commitment-to-enabling-fair-data-in-the-earth-space-and-environmental-sciences/


But, what does it mean?



“ The FAIR Principles put specific emphasis on enhancing the 

ability of machines to automatically find and use the data, in 

addition to supporting its reuse by individuals. ”

Wilkinson et al. 2016. Nature-Springer Scientific Data. The FAIR 

Guiding Principles for Scientific Data Management and Stewardship.

MACHINE-ACTIONABILITY



But, what does it really mean?



Step by step implementation in Dataverse



dataverse dataset File

DATAVERSE REPOSITORIES



15 FAIR PRINCIPLES

FINDABLE 

4 principles

ACCESSIBLE

2 principles, 
2 sub-principles

INTEROPERABLE

3 principles

REUSABLE

1 principle,
3 sub-principles



TO BE FINDABLE

“Digital resources should be easy to find for both humans and 

computers. Extensive machine-actionable metadata are essential 

for automatic discovery of relevant datasets and services, and 

are therefore an essential component of the FAIRification

process.”

Jacobsen et al. 2016. FAIR Principles: Interpretations and 

Implementation Considerations(Forthcoming)



TO BE FINDABLE

(meta)data* are assigned a 

globally unique and 

persistent identifier

*(meta)data refers to data 

and metadata

● Support for:                 

DataCite DOIs; or Handles 

from Handle.net

● Always at the dataset level

● Optionally at the file level

PRINCIPLE F1 DATAVERSE IMPLEMENTATION



DataCite DOI in standard Data Citation, 
compliant with Joint Declaration of Data 
Citation Principles in addition to F1



TO BE FINDABLE

data are described with rich 
metadata

● Metadata standards in 

human- and machine-

readable formats: Dublin Core;
Documentation Data Initiative 

(DDI); DataCite; Schema.org

● Standard metadata for data 

citation, collection, design, 

and analysis, variables (DDI)

● Optional custom metadata

PRINCIPLE F2 DATAVERSE IMPLEMENTATION



Rich support for 
Metadata Standards in 
human- and machine-
readable formats.



TO BE FINDABLE

metadata clearly and 

explicitly include the 

identifier of the data it 

describes

• ID is in the metadata tab of 

the Dataset landing page

● ID is in the metadata tab of 

the File landing page 

● ID is included in exported 

metadata files

PRINCIPLE F3 DATAVERSE IMPLEMENTATION



Dataset and Files 
DOIs in metadata



TO BE FINDABLE

(meta)data are registered or 

indexed in a searchable 

resource

● DataCite metadata is 

registered and indexed by 

DataCite Search 

● Schema.org metadata is 

indexed by Google Dataset 

Search

PRINCIPLE F4 DATAVERSE IMPLEMENTATION





TO BE ACCESSIBLE

“Protocols for retrieving digital resources should be made 

explicit, for both humans and machines, including well-defined 

mechanisms to obtain authorization for access to protected 

data.”

Jacobsen et al. 2016. FAIR Principles: Interpretations and 

Implementation Considerations(Forthcoming)



TO BE ACCESSIBLE 

(meta)data are retrievable 
by their identifier using a 
standardized communications 
protocol
Sub-Principle A1.1: the protocol 
is open, free and universally 
implementable
Sub-Principle A1.2: the protocol 
allows for an authentication and 
authorization procedure, where 
necessary

● Support for HTTP (W3C), 

Rsync over ssh (GNU 

General Public license)

● RESTful API (e.g., access 

through cURL)

● Authentication API Tokens

● Authorization service

PRINCIPLE A1 DATAVERSE IMPLEMENTATION



Tokens and APIs 
described in 
Dataverse.org



TO BE ACCESSIBLE 

metadata are accessible, 
even when the data are no 
longer available

● A deaccessioned dataset 

(data not available) is still 

findable and citable

● Metadata includes why the 

data are not available

PRINCIPLE A2 DATAVERSE IMPLEMENTATION



Deaccession reason in dataset 
landing page when data not 
longer available 



TO BE INTEROBERABLE

“When two or more digital resources are related to the same 

topic or entity, it should be possible for machines to merge 

the information into a richer, unified view of that 

entity. Similarly, when a digital entity is capable of being 

processed by an online service, a machine should be capable of 

automatically detecting this compliance and facilitating the 

interaction between the data and that tool.”

Jacobsen et al. 2016. FAIR Principles: Interpretations and 

Implementation Considerations(Forthcoming)



TO BE INTEROPERABLE

(meta)data use a formal, 
accessible, shared, and 
broadly applicable language 
for knowledge representation

● Linked data support with 

JSON-LD for Schema.org

● DDI (XML) as a rich schema 

to support extensive 

variable metadata

PRINCIPLE I1 DATAVERSE IMPLEMENTATION



Variables metadata  
from tabular data file



Extensive variable metadata 
automatically derived from  
tabular data  file



TO BE INTEROPERABLE

(meta)data use vocabularies 
that follow FAIR principles

● FAIR controlled vocabularies 

and data models used in 

well-curated datasets

● Metadata template can help

● But, controlled vocabularies 

and ontologies not

supported by default

PRINCIPLE I2 DATAVERSE IMPLEMENTATION



Use standard, global 
Controlled Vocabulary from 
the Library of Congress



FAIR Controlled 
Vocabularies can be entered 
in metadata template



TO BE INTEROPERABLE

(meta)data include qualified 
references to other 
(meta)data

● DDI schema supports 

references to other data

● Not yet supported: related 

objects in exported DataCite

metadata (coming soon)

PRINCIPLE I3 DATAVERSE IMPLEMENTATION



Reference in metadata to 
related datasets or other 
research objects



TO BE REUSABLE

“Digital resources are sufficiently well described for both 

humans and computers, such that a machine is capable of 

deciding: if a digital resource should be reused; if a digital 

resource can be reused, and under what conditions; and who to 

credit if it is reused.”

Jacobsen et al. 2016. FAIR Principles: Interpretations and 

Implementation Considerations(Forthcoming)



TO BE REUSABLE

(meta)data are richly 
described with a plurality 
of accurate and relevant 
attributes

Sub-Principle R1.1:  
(meta)data are released with 
a clear and accessible data 
usage license

Included in Metadata:

● Data use license/waiver 

● Data access and use terms

PRINCIPLE R1 DATAVERSE IMPLEMENTATION



CC0 as the default waiver for 
distributing open data



TO BE REUSABLE

Sub-Principle R1.2: 
(meta)data are associated 
with detailed provenance

● Full data citation metadata 

with credit to data authors, 

providers, distributors

● Versions with changes 

documented automatically

● W3C PROV support

PRINCIPLE R1 DATAVERSE IMPLEMENTATION





TO BE REUSABLE

Sub-Principle R1.3:  
(meta)data meet domain-
relevant community standards

● DDI for social science data

● FITS for astronomy data 

● Metadata blocks for other 

community standards 

● File format conversion to 

reusable formats (tabular)

PRINCIPLE R1 DATAVERSE IMPLEMENTATION



Metadata extracted from 
Astronomy FITS files



DATAVERSE FAIR SUMMARY

● Strong support for Findable, Accessible, 

and Reusable principles

● Weak for Interoperable principles

● In agreement* with FAIR test results (*F3 

was fixed after test)

• There is no FAIR “compliance” 

• Instead, it’s a process and can always be 

improved

FAIR Test: www.biorxiv.org/content/10.1101/418376v2.full



Beyond FAIR



BEYOND FAIR

FAIR principles do not address:

● Responsible FAIR for sensitive data

● Data curation for data quality

● Capsules for reproducibility 



Responsible FAIR: Current Efforts



TRUSTED REMOTE STORAGES

● Trusted Remote Storage Agents

● Notary Service for auth/authz

● Dataverse stores only metadata

● IMPACT project funded by NSF

http://cyberimpact.us/

http://cyberimpact.us/


STANDARD DATA SHARING AND USE POLICIES

DataTags: 

Blue: Open, no authentication needed

Green: Authentication; No authorization needed

Yellow: Authentication and Authorization; Data might be downloadable

Orange: Institution DUA needed; Data might be in TRSA

Red: Only Metadata in Dataverse; Data not downloadable

Crimson: Only Metadata in Dataverse; Data outside network



STANDARD DATA SHARING AND USE POLICIES

March 5th Workshop on “Standardizing Data 

Sharing, Use, and Access Agreements” hosted by 

Microsoft/Harvard Dataverse (by invitation only)



PRIVACY PRESERVING TOOLS: OPENDP

● Trustworthy differential privacy tools suite

● A community, open-source effort

● For statistical research on sensitive data

● To be launched in 2020 with Sloan funding

● A use case: sensitive data in Dataverse

Initially led by Harvard Privacy Tools 

(PIs: Vadhan, King, Honaker, Crosas)https://privacytools.seas.harvard.edu/

https://privacytools.seas.harvard.edu/


Data Quality: Current Efforts



DATA CURATION TOOLS

● Combine CORE2 and YARD

● Curation and verification workflow

● Quality review based on standards

● PIs: Peer, Christian, Crabtree, Crosas



METADATA AND VOCABULARIES STANDARDS 

● Better standard metadata support

● Support data vocabularies 

● Consider DDI update

● Consider Google’s Dataset 

Publishing Language 

https://developers.google.com/public-data

https://developers.google.com/public-data


Reproducibility: Current Efforts



CONTAINER SUPPORT

● Containers becoming a standard 

for computational reproducibility

● Add container support

● Integrate with container platforms

https://www.nature.com/articles/d41586-019-03366-x

https://www.nature.com/articles/d41586-019-03366-x


CONTAINER SUPPORT USES CASES 

Trisovic, Crosas, et al, 2020, working paper



SUMMARY

● FAIR enables machine-actionability of data resources

● Dataverse has currently strong support for FAR, but not I

● Data creators, stewards, curators need to do their part

● Beyond FAIR, Dataverse repositories plans to support:

● Responsible sharing of sensitive data

● Integration with curation tools to improve data quality

● Integration with reproducible tools to verify results

THANKS @mercecrosas


